
 

 

MS-101T03: Microsoft® 365 Device Management 
Duration: 1 Day 
Method: Instructor-Led Training (ILT) 

Certification: Microsoft 365 Certified: Enterprise Administrator Expert — 
Exam 2 of 2: MS-101 Microsoft 365 Mobility and Security 

Course Description 
This course introduces participants to the world of Microsoft 365 device management – from 
establishing Microsoft Intune to: 

 Enrolling devices to Intune, 
 Monitoring the devices, 
 Controlling what users can do from the enrolled devices by using conditional access policies. 

If participants are already managing devices by using a traditional device management tool such 
as Configuration Manager, they will be interested to know how they can seamlessly move to 
modern management, in which devices are managed by Intune, and how they can benefit from 
new device management capabilities, such as compliance, conditional access, and Windows® 
Autopilot to deploy new devices from the cloud. 

NOTE: This course is the third part of a three-course series that covers the skills needed to prepare for one of 
the certification exams, MS-101: 

 MS-101T01: Microsoft 365 Security Management 
 MS-101T02: Microsoft 365 Compliance Management 
 MS-101T03: Microsoft 365 Device Management (This course) 

 

Target Audience 
This course is intended for: 

 IT Professionals 
 Persons who are aspiring to the Microsoft 365 Enterprise Administrator role. 

 

Prerequisites 
To attend this course, candidates must have completed the following courses: 

o MS-101T01: Microsoft 365 Security Management 
o MS-101T02: Microsoft 365 Compliance Management 

  



 

 

Course Objectives 
Upon successful completion of this course, attendees will be able to: 

 Plan for co-management. 
 Prepare their Windows 10 devices for co-management. 
 Transition from Configuration Manager to Intune. 
 Configure Microsoft Store for Business. 
 Plan for Mobile Application Management. 
 Plan their Windows 10 deployment strategy. 
 Plan their Windows 10 subscription activation strategy. 
 Resolve Windows 10 upgrade errors. 
 Implement Windows 10 Analytics. 
 Deploy Mobile Device Management. 
 Manage devices with Mobile Device Management. 
 Enrol devices to Mobile Device Management. 
 Manage device compliance. 

 

Course Topics 
Module 1: Planning for Device 
Management 

 Introduction to Co-Management 
 Preparing Your Windows 10 Devices 

for Co-management 
 Transitioning from Configuration 

Manager to Intune 
 Introduction Microsoft Store for 

Business 
 Planning for Mobile Application 

Management 

Module 2: Planning Your Windows 10 
Deployment Strategy 

 Windows 10 Deployment Scenarios 
 Planning Your Windows 10 

Subscription Activation Strategy 
 Resolving Windows 10 Upgrade 

Errors 
 Introduction to Windows Analytics 

Module 3: Implementing Mobile 
Device Management 

 Planning a Mobile Device 
Management 

 Deploying Mobile Device 
Management 

 Enrolling Devices to MDM 
 Managing Device Compliance 

Module 4: Hands-On Labs 
 Provisioning and Managing the 

Microsoft Store for Business 
 Using the Microsoft Store for Business 
 Obtain Intune and Enable Device 

Management 
 Configure Azure AD for Intune 
 Create Intune Policies 
 Enrol a Windows 10 device 
 Manage and Monitor a device in 

Intune 


